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Fortinet(R) Collaborates With VMware to Deliver Advanced Security Services for Unified 
Virtual and Physical Networks

Demonstrates Hypervisor-Level Security Policy Enforcement for Businesses Embracing a Software-
Defined Data Center Architecture

SUNNYVALE, CA -- (Marketwired) -- 08/26/13 -- Fortinet® (NASDAQ: FTNT), a world leader in high-performance network 
security, today announced a proof of concept designed to secure traffic traversing virtual networks at the hypervisor level. With 
this approach, the security enforcement point is no longer required to be directly in the flow of traffic on the physical network 
and allows for injecting security controls before the traffic traverses the virtual network layer.

Specifically, the proof of concept will show secured traffic flow in a VMware virtualized network environment that highlights 
security policy enforcement of communication across and between physical and logical workloads. This proof of concept will 
debut at VMworld® 2013 in San Francisco, August 25-29 in Fortinet's booth (#642).  

"Historically, security controls were required to be directly in the path of affected communication flow. Our VMware integration 
allows for a much less intrusive design and enables dynamic policy control," said Elie Bitton, senior director, product 
management - virtualization and management for Fortinet. "Today's demonstration enhances our already mature unified threat 
management VM product line and gives our customers yet another choice regarding how they want to deploy security for cloud 
and software defined data center architectures. As customers begin to virtualize the cloud network with the new VMware NSX™ 
network virtualization platform, we will provide holistic security across virtual and physical infrastructures."

As leading IT organizations move toward software defined data centers, they are looking for solutions that can be inserted and 
deleted on demand to after maximum agility and service quality. VMware NSX will virtualize the network and provide a platform 
for logical security and network services. VMware NSX will leverage a distributed service framework to facilitate partner service 
insertion. 

"VMware is working with a best-in-class security ecosystem of partners to automate and simplify security for customers 
embracing network virtualization as they transition to the software-defined data center," said Milin Desai, director, product 
management, VMware. "Together, VMware and Fortinet are collaborating to ensure smooth operations, IT efficiency and 
business continuity as customers virtualize their networks."

In addition to the proof of concept, Fortinet will also be running nine of their currently available virtual appliances in their booth 
during the show. Fortinet has been collaborating with VMware since the introduction of the FortiGate and FortiManager virtual 
appliances in 2010. Since then, the company has constantly upgraded these and introduced seven additional virtual 
appliances, including FortiMail™ ,  FortiAnalyzer™ ,  FortiWeb™ ,  FortiAuthenticator, FortiADC, FortiCache and FortiScan™ .   

Fortinet Virtual Appliance Advantage

FortiGate® virtual appliances and virtual domains enable the deployment of consolidated network security to protect virtual 
infrastructure and increase visibility and control over communications within virtualized environments. 

Flexible and Scalable

Fortinet virtual appliances can be scaled quickly to meet demand and protect intra-virtual machine communications by 
implementing critical security controls within a virtual infrastructure, running on VMware, Citrix and open source Xen. FortiGate 
virtual appliances feature all of the security and networking services common to traditional hardware-based FortiGate 
appliances. With the addition of virtual appliances from Fortinet, users can deploy a mix of hardware and virtual appliances, 
operating together and can be managed from a common centralized management platform. Additional virtual appliances that 
have hardware appliance counterparts include FortiManager™ ,  FortiMail™ ,  FortiAnalyzer™ ,  FortiWeb™ ,  FortiAuthenticator, 
FortiADC, FortiCache and FortiScan™ .   

Multi-Tenancy  

Fortinet virtual and physical appliances also enable network segmentation into multi-tenant environments. This enables the 
creation of virtual domains and virtual administrative domains in order to segregate a network into separate domains for 
subscribers or business units. FortiGate, FortiManager, FortiMail, and FortiWeb appliances and virtual appliances support 
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virtual domains and virtual administrative domains.

Control and Visibility

FortiManager and FortiAnalyzer deliver centralized management, visibility and analysis of networks and current threat profiles. 
Together, they provide the integrated visibility and control needed to secure physical and virtualized infrastructures. In addition, 
real-time automatic updates from FortiGuard® services keep organizations protected from the latest threats.  

About Fortinet (www.fortinet.com) 

Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and a market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
providers and government entities worldwide, including the majority of the 2012 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world.

Copyright © 2013 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiAP, 
FortiDB, FortiVoice and FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified 
statements or certifications herein attributed to third parties, and Fortinet does not independently endorse such statements. 
Notwithstanding anything to the contrary herein, nothing herein constitutes a warranty, guarantee, binding specification or 
other binding commitment by Fortinet, and performance and other specification information herein may be unique to certain 
environments. This news release may contain forward-looking statements that involve uncertainties and assumptions. Changes 
of circumstances, product release delays, or other risks as stated in our filings with the Securities and Exchange Commission, 
located at www.sec.gov, may cause results to differ materially from those expressed or implied in this press release. If the 
uncertainties materialize or the assumptions prove incorrect, results may differ materially from those expressed or implied by 
such forward-looking statements and assumptions. All statements other than statements of historical fact are statements that 
could be deemed forward-looking statements. Fortinet assumes no obligation to update any forward-looking statements, and 
expressly disclaims any obligation to update these forward-looking statements. 

FTNT-O 

VMware, VMworld and VMware NSX are registered trademarks or trademarks of VMware, Inc. in the United States and other 
jurisdictions. The use of the word "partner" or "partnership" does not imply a legal partnership relationship between VMware 
and any other company.
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