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Fortinet Delivers High-Performance Network Security for Microsoft Azure

Extending Its Cloud Platform, Fortinet's FortiGate-VM Helps Secure and Achieve Compliance for Microsoft 
Azure Enterprise Customers Globally

SUNNYVALE, CA -- (Marketwired) -- 05/06/15 -- Fortinet®(NASDAQ: FTNT), a global leader in high-performance cyber security 
solutions, today announced a collaboration with Microsoft (NASDAQ: MSFT) to provide high-performance network security for 
Microsoft Azure. Fortinet's unrivaled FortiGate-VM next generation firewall helps enable Azure enterprise customers to improve 
security for their cloud-based workloads and meet security and compliance requirements.

FortiGate-VM is strategically designed to help customers better mitigate potential blind spots by implementing critical network 
security controls including bi-directional stateful firewalling, intrusion prevention, application control, VPN, along with additional 
security controls within their Azure Virtual Network. 

"As a global leader in IT infrastructure services, Microsoft is an ideal choice for Fortinet to collaborate with," said John 
Maddison, vice president, marketing products at Fortinet. "The announcement of our expanded relationship for Azure further 
extends both Fortinet's broad cloud computing portfolio and our commitment to protecting customer applications in cloud 
environments." 

FortiGate-VM at a Glance
Fortinet's FortiGate virtual appliances mitigate security blind spots by implementing essential security controls within cloud 
infrastructures. They also allow for the rapid provisioning of security infrastructure whenever and wherever it is needed. 
FortiGate virtual appliances feature all of the security-enhanced and networking services common to traditional hardware-
based FortiGate appliances. With the addition of virtual appliances from Fortinet, organizations can deploy a mix of hardware 
and virtual solutions, operating together and managed from a common centralized platform. 

Fortinet Virtual Appliance Advantage
Today's announcement follows news Fortinet announced last year on the ability to acquire VPN access to Azure.  

"We are excited to have Fortinet's network security solutions available via a 'bring your own license' subscription on the Azure 
marketplace," said Corey Sanders, director of Program Management, Microsoft Azure. "By bringing the Fortinet security 
platform to our cloud offering, Fortinet is providing scalable, enhanced security controls to customers around the world." 

Availability
Fortinet FortiGate-VM will be available in the Azure Marketplace in June 2015. 

About Fortinet
Fortinet (NASDAQ: FTNT) protects the most valuable assets of some of the largest enterprise, service provider and government 
organizations across the globe. The company's fast, secure and global cyber security solutions provide broad, high-
performance protection against dynamic security threats while simplifying the IT infrastructure. They are strengthened by the 
industry's highest level of threat research, intelligence and analytics. Unlike pure-play network security providers, Fortinet can 
solve organizations' most important security challenges, whether in networked, application or mobile environments -- be it 
virtualized/cloud or physical. More than 200,000 customers worldwide, including some of the largest and most complex 
organizations, trust Fortinet to protect their brands. Learn more at www.fortinet.com, the Fortinet Blog or FortiGuard Labs. 

Copyright © 2015 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiCloud, FortiAnalyzer, 
FortiReporter, FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, 
FortiScan, FortiAP, FortiDB, FortiVoice and FortiWeb. Other trademarks belong to their respective owners. Fortinet has not 
independently verified statements or certifications herein attributed to third parties and Fortinet does not independently endorse 
such statements. Notwithstanding anything to the contrary herein, nothing herein constitutes a warranty, guarantee, binding 
specification or other binding commitment by Fortinet, and performance and other specification information herein may be 
unique to certain environments. This news release contains forward-looking statements that involve uncertainties and 
assumptions, such as statements regarding product releases. Changes of circumstances, product release delays, or other risks 
as stated in our filings with the Securities and Exchange Commission, located at www.sec.gov, may cause results to differ 
materially from those expressed or implied in this press release. If the uncertainties materialize or the assumptions prove 
incorrect, results may differ materially from those expressed or implied by such forward-looking statements and assumptions. All 
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statements other than statements of historical fact are statements that could be deemed forward-looking 
statements. Fortinet assumes no obligation to update any forward-looking statements, and expressly disclaims any obligation to 
update these forward-looking statements. 
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