
 

Fortinet(R) Expands Vulnerability and Compliance Management Product Family

New FortiGate-VM for Citrix(TM) Xen(R)Server Extends Hypervisor Platform Reach; New FortiScan-VM 
Virtual Appliance Helps Close IT and Regulatory Compliance Gaps, Provides Critical Security for Strategic 
Assets in Virtualized Infrastructures

SUNNYVALE, CA -- (MARKET WIRE) -- 10/17/11 -- Fortinet® (NASDAQ: FTNT) -- a leading network security provider and the 
worldwide leader of unified threat management (UTM) solutions -- today announced the expansion of its award-winning virtual 
appliance line with the FortiGate-VM™ for Citr ix™ XenServer- based hypervisors and FortiScan-VM™. The FortiGate-VM for 
XenServer will have the same product model lineup and features as the current FortiGate-VM for VMware™.  

FortiScan-VM is a complete vulnerability and compliance management solution that runs as a Virtual Appliance. As an 
enterprise-grade, carrier-scale software solution that runs on VMware vSphere™ (ESX and ESXi), Citrix XenServer and Open 
Source XenServer hypervisors, FortiScan-VM integrates endpoint and server vulnerability management, industry and federal 
compliance, patch management, remediation, auditing and reporting capabilities into a single, unified offering. The new 
software targets enterprises with existing investments in virtualized infrastructures that face increasingly stringent corporate 
governance and compliance requirements across finance, healthcare, retail, education, federal and defense markets. 
FortiScan-VM also targets MSSPs servicing these customers.  

FortiScan-VM is deployable in almost any sized organization, ranging from small retail outlets to large enterprises. The software 
platform's architecture can easily scale to assess, remediate and audit an enterprise's growing assets that include devices with 
an operating system or IP address. The software supports stackable asset groups, meaning the exact number of assets can be 
configured into the system to avoid over-provisioning and is easily managed through administrative domains. Each instance of 
the software can support up to 20,000 assets. 

Customers have the option of deploying FortiScan-VM as an agent-based or agentless platform. Where an organization's 
policy either prohibits or makes it impractical for remote agentless scanning, an agent-based approach may be deployed. This 
is resolved by populating assets with FortiScan-VM's lightweight agent through mass installation means or manually. Another 
advantage of agent-based deployments is that vulnerabilities discovered through scanning not only are reported, but also 
automatically remediated as well. Those organizations that do not require in-depth scanning and automated remediation of 
vulnerabilities have the option of implementing the agentless version. 

Automated compliance management is provided with easy to install, out-of-the-box compliance policies that include: National 
Institute of Standards and Technology (NIST), Security Content Automation Protocol (SCAP), Federal Desktop Core 
Configuration (FDCC), Payment Card Industry Data Security Standard (PCI-DSS), Sarbanes-Oxley (SOX), Gramm-Leach-Bliley 
Act (GLBA), Federal Information Security Management Act (FISMA), Health Insurance Portability and Accountability Act 
(HIPAA), ISO 17799 and more. 

FortiScan-VM also supports policy updates provided through FortiGuard® Threat Research and Response Vulnerability 
Management subscription services. The Fortinet Global Security Research team provides vulnerability and compliance 
management updates to ensure up-to-date protection against sophisticated threats.  

"The growing adoption of virtualized infrastructures, coupled with more aggressive corporate governance and regulatory 
compliance, is driving the need for new and easier to use vulnerability and compliance management (VCM) solutions," said 
Patrick Bedwell, vice president of product marketing at Fortinet. "FortiScan-VM represents the next generation of VCM 
platforms, which we believe will play an important role in helping organizations achieve their corporate governance and 
compliance objectives while strengthening the security posture of their key assets." 

Availability
FortiGate-VM for XenServer is available for order now. For more information on FortiGate products, please visit 
www.fortinet.com/products/fortigate. FortiScan-VM is currently available for download. To request an evaluation copy, please 
contact your local channel representative: http://www.fortinet.com/partners/reseller_locator/locator.html. For more information 
on FortiScan products, please visit http://www.fortinet.com/products/fortiscan/.  

About Fortinet (www.fortinet.com)  

Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and the market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
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providers and government entities worldwide, including the majority of the 2011 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world. 

Copyright © 2011 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiDB and 
FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified statements or 
certifications herein attributed to third parties and Fortinet does not independently endorse such statements. This news release 
may contain forward-looking statements that involve uncertainties and assumptions. If the uncertainties materialize or the 
assumptions prove incorrect, results may differ materially from those expressed or implied by such forward-looking statements 
and assumptions. All statements other than statements of historical fact are statements that could be deemed forward-looking 
statements, including but not limited to, any statements related to expected trends in cybercriminal activity. These trends are 
difficult to predict and any stated expectations regarding these trends may not ultimately be correct. Fortinet assumes no 
obligation to update any forward-looking statements, and does not intend to update these forward-looking statements.  
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