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Fortinet Launches Fortinet Federal, Inc. and its Board of Directors 

Mike McConnell, former Director of the National Security Agency and Gary Locke, former U.S. 
Department of Commerce Secretary join Fortinet Federal Board 

SUNNYVALE, Calif., May 15, 2017 (GLOBE NEWSWIRE) --  

Phil Quade, chief information security officer at Fortinet    
"The U.S. Federal government is a top target for the most sophisticated adversaries that seek to impact national security, 
public safety, and civilian services. To address the problems of speed and scale at which our adversaries are coming at us, 
we must adopt the strategies of automation and integration, to level the playing field. Fortinet is expanding its commitment to 
the Federal sector with the launch of a public sector subsidiary and a newly-appointed Board of Directors that will be 
focused on protecting U.S. Federal government customers." 

News Summary 
Fortinet® (NASDAQ:FTNT), the global leader in high-performance cybersecurity solutions, today announced the launch of 
Fortinet Federal, Inc., a subsidiary of Fortinet, Inc., with a newly-formed dedicated Federal Board of Directors, further 
expanding the company's strategic commitment to the public sector. 

� New Federal subsidiary will operate as a specialized entity within Fortinet to focus on cybersecurity solutions specific 
to the Federal market. 

� The Fortinet Federal Board is comprised of former senior government, national intelligence and cybersecurity 
leaders, including Mike McConnell, former Director of National Intelligence, Director of the National Security Agency 
(NSA) and Vice Admiral to the United States Navy, and Gary Locke, former two-term Governor of the State of 
Washington and former U.S. Department of Commerce Secretary. 

� The Fortinet Federal Board of Directors will advise and assist the subsidiary so that it achieves appropriate levels of 
independence and specialization to meet the unique requirements of the Federal marketplace.  

� The Board will also provide oversight of certain compliance requirements applicable to doing business with U.S. 
Federal customers, such as compliance with the Trade Agreements Act, and will help ensure proper internal controls. 

New Subsidiary and Board Expand Fortinet's Federal Business Strategy  
IT modernization, data center optimization, and migration to the cloud are some of the biggest technology trends impacting 
the Federal sector. The Fortinet Security Fabric is architected to scale and adapt to the unique and complex security 
requirements of Federal entities and critical infrastructure sectors, including automated policies for regulatory and 
compliance mandates. Fortinet's solutions are on the NSA Commercial Solutions for Classified (CSfC) approved vendors list 
and are protecting classified and unclassified Federal systems used by 12 of 15 cabinet-level agencies. Additionally, 
Fortinet is certified under relevant Federal certification programs focused on information assurance, including Common 
Criteria and FIPS 140-2. 

Through the development of a standalone Federal subsidiary and its new Board of Directors, Fortinet is building on its long-
standing relationship with the US Federal Government. Fortinet has worked closely with Federal agencies to define and 
deliver leading security solutions to address the sophisticated threat landscape targeted at its departments and 
organizations. The newly formed subsidiary and Board will provide the dedicated focus required to ensure that Fortinet's 
cybersecurity innovation keeps pace with the complex and critical security requirements of the government. 

The new Fortinet Federal Board of Directors is comprised of former senior government, national and global intelligence, and 
cybersecurity leaders who will steer and advise the subsidiary with insight on the evolving security challenges and 
technology needs of the government. The Board will help the subsidiary achieve independence and specialization, while still 
leveraging significant support from Fortinet headquarters.  

Initial Board members include: Mike McConnell, former Director of National Intelligence, Director of the National Security 
Agency (NSA), and Vice Admiral to the United States Navy; Gary Locke, former two-term Governor of the State of 
Washington and former U.S. Department of Commerce Secretary; Phil Quade, CISO of Fortinet and former NSA Cyber Task 
Force executive; John Whittle, VP of Corporate Development, Strategic Alliances, and General Counsel at Fortinet; and 
Mike Bossert, VP of Sales for Fortinet.  

Additional Resources 

https://www.globenewswire.com/Tracker?data=-15Zuo6QywYNNgSt0cvh5cu1YViG2C6lQecigKN7c_7EbJaxPCzc9NjVFva1HDNzWmqw855agCH1JT8nfqcLYg==
https://www.globenewswire.com/Tracker?data=-15Zuo6QywYNNgSt0cvh5dHhZJErB-bRPAgrRCUyTT2qZsY0vlFb3gSn2WCtL7nFonjXu1BBiawcTIo1D-hEW86MbkukEf5gyUw7OeQR-Q0=
https://www.globenewswire.com/Tracker?data=-15Zuo6QywYNNgSt0cvh5aMNtKf4IrgRA0DGZJNAxDhPAe3oc_le9C6Sb-ssl9t_bvbUbC5OmDVVpxiQLPfGrdstkfuzHnFG3sVvnWIXAtx13J9NMvvTlNCj5QqofG3K-9aGANHB8O5z8eI8FC23GmDBu8I4Y2SVqPpgpa9KoEAzYgyUyPVtYE2LIt1W4BlU


� Learn more about Fortinet Federal, Inc. and the subsidiary's solutions. 
� Learn more about the Fortinet Security Fabric. 
� Follow Fortinet on Twitter, LinkedIn, and Facebook.   

About Fortinet 

Fortinet (NASDAQ:FTNT) secures the largest enterprise, service provider, and government organizations around the world. 
Fortinet empowers its customers with intelligent, seamless protection across the expanding attack surface and the power to 
take on ever-increasing performance requirements of the borderless network - today and into the future. Only the Fortinet 
Security Fabric architecture can deliver security without compromise to address the most critical security challenges, 
whether in networked, application, cloud, or mobile environments. Fortinet ranks #1 in the most security appliances shipped 
worldwide and more than 310,000 customers trust Fortinet to protect their businesses. Learn more 
at http://www.fortinet.com, the Fortinet Blog, or FortiGuard Labs.     
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