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Fortinet Secures NEC Cloud Platform

FortiGate Next-Generation Firewalls to Be Front Line of Defense for NEC's MasterScope Virtual 
DataCenter Automation Software

SUNNYVALE, CA -- (Marketwired) -- 09/24/13 -- Fortinet® (NASDAQ: FTNT) -- a global leader in high-performance network 
security -- today announced its FortiGate® network security platform has been selected by NEC as the next generation firewall 
for its MasterScope Virtual DataCenter Automation cloud platform software. The NEC software, announced in May, supports 
automatic configuration, deployment and operation of cloud (Infrastructure as a Service) environments within enterprise and 
service provider data centers. While the platform is initially geared for the Japanese market, NEC plans to expand sales to 
additional markets, including North America, Europe and Asia. 

The MasterScope Virtual DataCenter Automation software is the first cloud platform software to utilize software-defined 
networking (SDN), which automates cloud operations through OpenFlow, the communications protocol that gives access to the 
forwarding plane of a network switch or router over the network. The software is linked to the company's Programmable Flow 
Controller PF6800 and enables centralized control of virtual servers and virtual networks. NEC's cloud platform makes it 
possible to automate operations for changing network settings arising from virtual server retrieval requests from users, a 
process that has up until now been time consuming for server administrators. 

Fortinet's FortiGate network security platform is the first third-party next-generation firewall to be certified by NEC to protect its 
cloud platform. Since 2010, NEC and Fortinet have worked together to deploy the FortiGate platform as the security resource 
in the SDN environments NEC has built. Today, the integration of FortiGate in MasterScope Virtual DataCenter Automation 
represents another step in enhancing the security of SDN environments in the cloud.

"We are pleased to be extending our relationship with Fortinet to our new secured cloud platform. The customer feedback to 
date has been overwhelmingly positive," said Akinori Itou, general manager, System Software Division, NEC. "By combining our 
strength in cloud platform development with Fortinet's strength in network security innovation, we believe we are perfectly 
positioned to offer our customers a secure software defined cloud platform that offers high levels of reliability, usability and 
simplified operability."

"Software defined networking is more than a buzzword. It's a reality. But the question on minds today is how to secure them," 
said Norio Kubota, country manager for Fortinet Japan. "We believe we've found an answer with our collaboration with NEC. 
With their MasterScope Virtual DataCenter Automation software, we are able to automatically route all of a customer's internal 
and perimeter traffic through our next-generation firewalls, which greatly improves the customer's security posture while 
reducing provisioning time and costs for operators."

The FortiGate Advantage
To protect the company's MasterScope Virtual DataCenter Automation cloud platform software, NEC's specifically chose 
Fortinet's FortiGate-3000 series and FortiGate-1000 series next generation firewalls (NGFW). These network security 
appliances provide exceptional throughput, ultra low latency and a wide range of configuration options for next generation 
environments that have requirements for lightning fast transactions, such as financial services, Voice over IP (VoIP), 
BYOD/Mobile and Web 2.0 applications. The broad network security capabilities of these appliances address several critical 
market dynamics:

● Soaring bandwidth demands due to the increasing use of content-rich social media and Web 2.0 applications  
● The explosion of mobile devices accessing these applications -- increasingly through Wi-Fi connections -- that require an 

application firewall with the ability to process millions of connections per second 
● More frequent and increasingly sophisticated attacks employing the latest detection evasion techniques being launched 

from the application layer 

The FortiGate product family combines firewall, application control, IP Sec and SSL VPN, intrusion prevention, on-device and 
cloud-based sandboxing, antimalware and Web filtering into a single device with all features turned on for a single price. All 
FortiGate devices provide native dual-stack support for IPv6 traffic out of the box as Fortinet has been a leader in protecting 
IPv6 networks since 2007, achieving both IPv6-Ready and JITC certifications in 2008. 

All FortiGates integrate the purpose-built FortiOS™ operating system with custom FortiASIC™ processors and the latest-
generation CPUs to provide broad, high-performance security. 

http://ctt.marketwire.com/?release=1053285&id=3459211&type=1&url=http%3a%2f%2fworldsfastestfirewall.com%2f
http://ctt.marketwire.com/?release=1053285&id=3459211&type=1&url=http%3a%2f%2fworldsfastestfirewall.com%2f
http://ctt.marketwire.com/?release=1053285&id=3459214&type=1&url=http%3a%2f%2fwww.fortinet.com%2fproducts%2ffortigate%2findex.html


For more information on the FortiGate network security platform, please visit: 
http://www.fortinet.com/products/fortigate/index.html 

For more information on NEC's MasterScope Virtual DataCenter Automation, please visit: 
http://www.nec.com/en/global/prod/masterscope/vdcautomation/ 

About Fortinet (www.fortinet.com) 
Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and a market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
providers and government entities worldwide, including the majority of the 2012 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world.

Copyright (C) 2013 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiAP, 
FortiDB, FortiVoice and FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified 
statements or certifications herein attributed to third parties, and Fortinet does not independently endorse such statements. 
Notwithstanding anything to the contrary herein, nothing herein constitutes a warranty, guarantee, binding specification or 
other binding commitment by Fortinet, and performance and other specification information herein may be unique to certain 
environments. This news release may contain forward-looking statements that involve uncertainties and assumptions. Changes 
of circumstances, product release delays, or other risks as stated in our filings with the Securities and Exchange Commission, 
located at www.sec.gov, may cause results to differ materially from those expressed or implied in this press release. If the 
uncertainties materialize or the assumptions prove incorrect, results may differ materially from those expressed or implied by 
such forward-looking statements and assumptions. All statements other than statements of historical fact are statements that 
could be deemed forward-looking statements. Fortinet assumes no obligation to update any forward-looking statements, and 
expressly disclaims any obligation to update these forward-looking statements. 
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