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Fortinet Announces HP AllianceOne Program Membership With HP Networking 
Specialization

Announcement Lays Foundation for Delivering High Performance, Cutting-Edge Security Solutions to 
Customers Worldwide in Pure or Hybrid Software Defined Networking Environments

SUNNYVALE, CA -- (Marketwired) -- 12/02/14 -- Fortinet® (NASDAQ: FTNT) -- a world leader in high-performance network 
security, today announced it has joined HP's AllianceOne Partner program with the HP Networking Specialization. As 
enterprises and Service Providers look to effectively deploy security in their datacenters, leveraging the benefits of Software 
Defined Networking (SDN) and Network Function Virtualization (NFV), this partnership lays the foundation for Fortinet to deliver 
pre-integrated SDN-optimized security solutions to enhance HP's SDN security portfolio. These solutions are designed to 
extend the agility and operational benefits of SDN security solutions, delivered from physical or virtual FortiGate security 
appliances, enabling customers to reduce OPEX, strengthen security and derive more value from their investments in HP SDN 
and Fortinet Security. 

As enterprises and Service Providers move towards SDN architectures, not only is security a logical intrinsic Data Center 
element that needs to fit seamlessly in such architectures, but security services like those from FortiGate appliances can utilize 
the programmability of the network to deliver more capabilities than previously possible. 

As an example, containment of contaminated devices is a huge issue for customers, particularly when the compromise is 
characterized by Fortinet's high performance next generation firewall, as an advanced threat that could lead to a data breach. 
FortiGate appliances derive intelligence from FortiGuard threat intelligence research services, and FortiSandbox analytics, 
resulting in a coordinated hyper performance system for defeating advanced threats. In HP SDN environments, FortiGate 
appliances or virtual machines (VMs) could proactively instruct the HP VAN controller to contain such infected endpoints at the 
closest switch in an automated programmable way. This would significantly reduce the risk of threat proliferation and data theft, 
without any incremental investment required for containment technologies. 

"We see growing customer interest in Fortinet Security within SDN environments," said Saurabh Bhatnagar, senior director of 
corporate development and strategic alliances at Fortinet. "We look forward to working with HP to offer pre-validated security 
solutions, where Fortinet appliances or VMs are able to seamlessly service advanced security use-cases in HP SDN 
environments."

"Fortinet joining the HP AllianceOne and HP Networking Specialization programs adds partner-delivered SDN security solutions 
to HP's industry-leading SDN ecosystem to provide customers greater choice," said Michael Zhu, senior director, global 
solutions and alliances, HP Networking. "As a leader in network security Fortinet is an important addition to our ecosystem and 
accelerates customer migration to SDN." 

Fortinet will be exhibiting at HP Discover Barcelona, Dec 2-4, as a Bronze Sponsor (Booth 424 Hall 4) and at the HP SDN 
Solution Showcase (Booth 559, Hall 5). Fortinet welcomes attending customers, prospects and partners to visit our booths and 
learn more about our latest security solutions and partnership with HP, including a demo of Fortinet Security in HP SDN 
environments.

About Fortinet
Fortinet (NASDAQ: FTNT) helps protect networks, users and data from continually evolving threats. As a global leader in high-
performance network security, we enable enterprises and governments to consolidate and integrate stand-alone technologies 
without suffering performance penalties. Unlike costly, less effective and lower-performance alternatives, Fortinet solutions 
empower customers to embrace new technologies and business opportunities while protecting essential systems and content. 
Learn more at www.fortinet.com, or follow Fortinet at The Fortinet Blog, Facebook, Google+, LinkedIn, or Twitter.  
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indicate any form of legal partnership. This news release may contain forward-looking statements that involve uncertainties. 
Changes of circumstances, product release delays, changes in product plans and other risks as stated in our filings with the 
Securities and Exchange Commission, located at www.sec.gov, may cause results to differ materially from those expressed or 
implied in this press release. If the uncertainties materialize prove incorrect, results may differ materially from those expressed 
or implied by such forward-looking statements. All statements other than statements of historical fact are statements that could 
be deemed forward-looking statements. Fortinet assumes no obligation to update any forward-looking statements, and 
expressly disclaims any obligation to update forward-looking statements.  
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