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Fortinet Expands Cloud-Based Security Fabric Visibility, Management and Analytics for 
SMBs and Security Providers 

Fortinet's FortiCloud 3.2 Update Enables Full Management of FortiGate Devices to Centralize Security 
Operations 

SUNNYVALE, Calif., Aug. 01, 2017 (GLOBE NEWSWIRE) -- John Maddison, senior vice president of products and 
solutions at Fortinet  
"Defending against the complex and constantly evolving threat landscape is a challenge for even the largest enterprises 
and poses even greater risks for small and medium businesses who are often constrained by both human and capital 
resources. That's why Fortinet has consistently delivered advanced security solutions with the ease-of-use and flexibility to 
maximize both a business's defenses and its resources. FortiCloud 3.2 centralizes and expands controls over Security 
Fabric solutions to enable SMBs to spend less time on their security and focus more on growing their businesses." 

News Summary  
Fortinet® (NASDAQ:FTNT), the global leader in high-performance cybersecurity solutions, today announced a major update 
to their leading FortiCloud Software-as-a-Service (SaaS) offering for SMBs and Managed Security Service Providers 
(MSSPs). FortiCloud version 3.2 offers enhanced management capabilities to provide anywhere-anytime control over the 
Security Fabric solutions used to defend the largest segment of global business. 

� Fortinet's FortiCloud services are hosted in dedicated datacenters located in North America, Europe and Asia and 
are currently trusted to manage over 280,000 security devices worldwide. 

� FortiCloud 3.2 enables full management of FortiGate devices to centralize deployment, management and analytics 
across Fortinet's Unified Threat Management (UTM), Wireless Access Point, Switch and Sandboxing solutions. 

� FortiCloud's ease-of-use and high value make it the ideal solution for SMBs who need superior security fabric 
defenses and provides the ideal entry-point for new and existing MSSPs to deliver superior security services to their 
customers. 

Superior Cybersecurity to Protect Small Business 
In the United States alone, SMBs represent 99.7% of businesses, provide employment for 48% of the private workforce and 
generate 33.6% of total export value. It's clear that SMBs are leveraging the benefits of the digital economy and are critical 
contributors to global commerce. SMBs also face unique cybersecurity challenges as they often have limited security 
budgets and resource-constrained IT departments tasked with defending against an increasingly hostile threat landscape. 

Fortinet addresses these challenges by providing industry-leading security solutions tailored to meet the needs of SMBs. 
Fortinet's FortiGate UTM appliances were recently named a leader in the 2017 Gartner Magic Quadrant for the eighth 
consecutive time and IDC's latest Worldwide Security Appliance Tracker highlights that Fortinet continues to ship more 
security appliances than any other vendor. FortiCloud centralizes the deployment, management and analytics of an SMBs' 
security solutions through a cloud-based console to simplify security and best defend against today's evolving threats. 

FortiCloud version 3.2 adds full management capabilities to the existing analytics and log retention features, enabling total 
control over an organization's Security Fabric through a centralized and intuitive SaaS console: 

� Full Management of FortiGate firewalls enables deployment, configuration, monitoring and troubleshooting, all 
through a single cloud interface. 

� Turnkey and cloud-based provisioning of FortiGate, FortiAP and FortiSwitch products requires little expertise to get 
devices up and running. 

� Granular access controls, application usage policies, and sandbox integration enhances protection against advanced 
threats and zero-days. 

� A Cloud-based, SaaS model easily scales as business grows and eliminates hardware costs for increased value. 

Simplifying Operations for Security Providers  
The anywhere-anytime security management capabilities combined with multi-tenancy features also make FortiCloud the 
perfect entry point for new and existing MSSPs looking to deliver industry-leading security services to their customers. 

FortiCloud simplifies deployment and configuration of customer services, while greatly reducing the staff required to monitor 
and troubleshoot client networks. FortiCloud's SaaS model offers a low total cost of ownership and operational efficiencies 
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that helps new service providers enter the market and delivers fast return on investment for existing partners so they can 
quickly generate recurring revenue and higher margins. 

Availability 

The FortiCloud service will be updated to version 3.2 on August 14th, 2017. 

Additional Resources 

� Please visit the FortiCloud homepage for more details about the Fortinet's FortiCloud security services. 
� Follow Fortinet on Twitter and LinkedIn, and Facebook.   
� Join the conversation on the Fortinet blog. 

- FortiCloud Now Manages FortiGate UTM Appliances (blog) 

About Fortinet 
Fortinet (NASDAQ:FTNT) secures the largest enterprise, service provider, and government organizations around the world. 
Fortinet empowers its customers with intelligent, seamless protection across the expanding attack surface and the power to 
take on ever-increasing performance requirements of the borderless network - today and into the future. Only the Fortinet 
Security Fabric architecture can deliver security without compromise to address the most critical security challenges, 
whether in networked, application, cloud or mobile environments. Fortinet ranks #1 in the most security appliances shipped 
worldwide and more than 310,000 customers trust Fortinet to protect their businesses. Learn more 
at http://www.fortinet.com, the Fortinet Blog, or FortiGuard Labs.     
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