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Fortinet Recognized in Visionaries Quadrant of Gartner's Latest the Wired and Wireless 
LAN Access Infrastructure Report 

The Fortinet Security Fabric and Secure Access Architecture Demonstrate Secure Networking 
Innovation 

SUNNYVALE, CA -- (Marketwired) -- 09/06/16 -- News Summary: 
Fortinet (NASDAQ: FTNT), the global leader in high-performance cyber security solutions, today announced their position 
as a Visionary in Gartner's latest Magic Quadrant for the Wired and Wireless LAN Access Infrastructure. Fortinet believes its 
secure networking innovations like the Secure Access Architecture, an integral componenet of Fortinet's Security Fabric, 
were key drivers for the company's positioning in the latest Magic Quadrant. 

Report Highlights  

� "Enterprises continue to tell Gartner during inquiries that they prefer a common set of security, policy enforcement 
and management across both their wired and wireless access networks."  

� "[Customers] want the flexibility to deploy these network applications on-premises within the enterprise, in a private 
cloud or in a public cloud to address a variety of implementation scenarios, such as multiple, remote branch offices in 
addition to large campus environments."  

� "The only glimmer of innovation has been vendors that continue to extend their network fabric from the data center or 
cloud to the edge of the network to provide "microsegmentation" of IoT devices. Clients continue to cite network 
service applications and unified-access layer management not only as market drivers, but also as differentiators, 
when looking at vendor solutions."  

Unifying Networking with Security 
Gartner's Magic Quadrant for the Wired and Wireless LAN Access Infrastructure evaluates enterprise LAN vendors 
providing converged access layer connectivity that integrate wired and wireless hardware components with network 
applications. 

Fortinet's believes its position in the report is driven by its strength in unifying the latest wired and wireless infrastructure 
technologies with superior network security within the Fortinet Security Fabric, which was most recently demonstrated with 
the launch of Fortinet's Universal AP series of wired and wireless LAN solutions. A fabric approach to security delivers 
unprecendented visbility and control for enterprise networks and further demonstrates Fortinet's vision for the future of 
network security.  

Fortinet also recently received top marks in The Channel Company's CRN 2016 Annual Report Card, which surveys 
channel partners in several categories. Fortinet earned the overall win in Web and Application Security and also won the 
Partnership category in Enterprise Wireless LANs.  

Supporting Quotes  

Michael Xie, founder, president and chief technology officer, Fortinet 
"Fortinet continually invests in research and development to drive network security innovations like our Security Fabric. 
Organizations like Gartner are instrumental in providing both the research and perspectives that we feel fuels our 
development and help us meet our customer's needs. Gartner has a well-earned reputation for delivering industry-leading 
market research and Fortinet is extremely honored to be recognized as a visionary in their latest Magic Quadrant for the 
Wired and Wireless LAN Access Infrastructure." 

Additional Information 
Fortinet is included in six separate Gartner Magic Quadrant reports (Enterprise Network Firewalls, May 2016, Secure Email 
Gateways, June 2015, Security Incident and Event Management, August 2016, Unified Threat Management, August 2016, 
Web Application Firewalls, July 2016, and the Wired and Wireless LAN Access Infrastructure, August 2016). You can 
download the Gartner 2016 Magic Quadrant for the Wired and Wireless LAN Access Infrastructure here. 

Gartner Disclaimer 
Gartner does not endorse any vendor, product or service depicted in its research publications, and does not advise 
technology users to select only those vendors with the highest ratings or other designation. Gartner research publications 
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consist of the opinions of Gartner's research organization and should not be construed as statements of fact. Gartner 
disclaims all warranties, expressed or implied, with respect to this research, including any warranties of merchantability or 
fitness for a particular purpose. 

About Fortinet 
Fortinet (NASDAQ: FTNT) secures the largest enterprise, service provider, and government organizations around the world. 
Fortinet empowers its customers with intelligent, seamless protection across the expanding attack surface and the power to 
take on ever-increasing performance requirements of the borderless network - today and into the future. Only the Fortinet 
Security Fabric architecture can deliver security without compromise to address the most critical security challenges, 
whether in networked, application, cloud or mobile environments. Fortinet ranks #1 in the most security appliances shipped 
worldwide and more than 280,000 customers trust Fortinet to protect their businesses. Learn more at 
http://www.fortinet.com, the Fortinet Blog, or FortiGuard Labs. 
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Copyright © 2016 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered 
trademarks and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but 
are not limited to, the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCloud, FortiCare, 
FortiAnalyzer, FortiReporter, FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, 
FortiCarrier, FortiScan, FortiAP, FortiDB, FortiVoice and FortiWeb. Other trademarks belong to their respective owners. 
Fortinet has not independently verified statements or certifications herein attributed to third parties and Fortinet does not 
independently endorse such statements. Notwithstanding anything to the contrary herein, nothing herein constitutes a 
warranty, guarantee, binding specification or other binding commitment by Fortinet, and performance and other 
specification information herein may be unique to certain environments. This news release contains forward-looking 
statements that involve uncertainties and assumptions. Changes of circumstances, product release delays and changes in 
product plans, execution risks, and other risks as stated in our filings with the Securities and Exchange Commission, located 
at www.sec.gov, may cause results to differ materially from those expressed or implied in this press release. If the 
uncertainties materialize or the assumptions prove incorrect, results may differ materially from those expressed or implied by 
such forward-looking statements and assumptions. All statements other than statements of historical fact are statements 
that could be deemed forward-looking statements. Fortinet assumes no obligation to update any forward-looking 
statements, and expressly disclaims any obligation to update these forward-looking statements. 
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