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Fortinet Expands Security Fabric and Defends Enterprise Access Networks From IoT to 
the Cloud 

Fortinet Bolsters Its Broad Range of Secure Access Solutions With New Cloud Management, 
Converged Wi-Fi Controllers, WAVE II Access Points, and Multi-Tiered Access Switches 

SUNNYVALE, CA  -- (Marketwired) -- 05/11/16 -- Fortinet (NASDAQ: FTNT) 

John Maddison senior vice president of products and solutions, Fortinet  

"As more BYOD along with millions of new IoT devices attach to corporate networks, defending the access layer is now 
critical. Applying a fabric approach to enable network segmentation while embedding security within access networks is the 
only way to secure this rapidly expanding attack surface. The Fortinet Secure Access Architecture enables customers to 
deliver high speed access and security in a single, integrated solution." 

Siegfried Unz, director dataservice, Lyoness Group AG  

"Providing secure internet services for Lyoness' global shopping community of over 5.3 million members, 60,000 partners, 
and 1,000 employees across 47 countries requires solutions that are interoperable, easy to implement with existing 
infrastructure, and on the cutting edge of security. Fortinet has been the right choice for us, with their Secure Access 
Architecture (SAA) giving the wireless side of our network the same level of broad security as the wired network. With 
Fortinet's security and networking focus, SAA eliminates any gaps that could be exploited by hackers or cybercriminals." 

News Summary:  

Fortinet® (NASDAQ: FTNT), the global leader in high-performance cybersecurity solutions, today announced significant 
additions to their Secure Access Architecture of wired and wireless networking solutions. Merging advanced security with 
enterprise access layers to provide seamless protections from IoT (Internet of Things) to the Cloud.  

� Fortinet expands its Security Fabric with 14 new products to broaden its Secure Access Architecture solutions that 
weave together advanced security with the access layers to provide protections across the expanding attack surface.  

� Secure Access Architecture solutions offer universal management and policy controls that simplify administration 
across wired and wireless infrastructures, enabling sophisticated segmentation of devices from critical data.  

� These flexible access solutions offer options for on premise or hosted deployments, controller or controller-less 
management, and technologies like 802.11ac Wave II speeds to suit the access and security needs for enterprises of 
all sizes.  

IoT Is Already Here, and So Are the Threats  

This year alone, Gartner forecasts that 6.4 billion connected things will be in use worldwide in 2016, up 30 percent from 
2015, and will reach 20.8 billion by 2020. Fortinet's own survey results show that 76% of global enterprises already have IoT 
equipment in use within their business.  

While a majority of businesses are already leveraging the advantages of connected IoT devices, 92% of security 
professionals are concerned about the security challenges posed by these billions of devices. Many of these devices are 
"headless" offering few or no security or management controls. This has exponentially increased the attack surface and left 
IT struggling to manage IoT devices using complex architectures consisting of numerous point solutions.  

Fortinet's Security Fabric Interweaves Security with Access Networks  

Fortinet has addressed these challenges with its Secure Access Architecture solutions which encompass the entire access 
infrastructure across wired and wireless networks. These solutions are intelligently unified within Fortinet's Security Fabric 
through FortiOS. This enables the individual components to act and respond as one -- all managed through a single pane 
of glass and leveraging a single source of security updates. These advanced and intuitive capabilities arm IT with universal 
visibility and control over IoT devices and how they interact with critical enterprise networks. 

http://www.fortinet.com/
https://blog.fortinet.com/post/networks-are-changing-security-needs-to-keep-up
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/SAA-Product-Matrix.pdf
https://www.fortinet.com/solutions/enterprise-midsize-business/secure-access.html
http://www.gartner.com/newsroom/id/3165317
http://www.fortinet.com/secureWiFi


Fortinet's Secure Access Architecture Includes:  

� Access Applications - Advanced Network Applications Support Connectivity 
» Integrated and comprehensive access application solutions that enable guest access, presence, application 

visibility, device onboarding and more. Secure Access Applications  
� Authentication/End Point - Onboarding and Security for All Users and Devices 

» Fortinet authentication applications automate guest and employee device onboarding, single-sign on, 
certificate management and more. Secure Access Authentication  

� Management - Flexible Options for On Premise and Cloud Solutions 
» Offering choice at the access layer with controller, controller-less, cloud, multi-channel, and single-channel 

deployment modes. FortiManager Secure Access  
� Security - Next Generation Security Access Security 

» Fortinet's comprehensive portfolio of network security appliances offers industry leading, integrated 
cybersecurity protection at the access layer. FortiGate Enterprise Firewall  

� Controllers - Single Point of Control Across WLAN Access Points and LAN Switches 
» Infrastructure (Standalone) and Integrated Controllers provide flexible deployment options. Our new powerful 

Infrastructure Controllers FortiWLC 50D, 200D and 500D supports 50, 200 and 500 access points and 
802.11ac Wave 2 performance requirements, while supporting more devices. FortiWLC Wireless Controllers  

� Switching- Enterprise-Class Secure Access and Datacenter Switches 
» Encompassing a wide range of high-performance, cost-effective access and data center switches, like 

Fortinet's FortiSwitch FS-224D-FPOE and FS-548D-FPOE, which offers 24 and 48 port PoE (Power over 
Ethernet) support an range of 10 Gigabit Ethernet data center switches with universal management through 
FortiGate appliances. FortiSwitch Secure Access  

� Access Points -WLAN Access Points for Every Enterprise and Any Use-Case 
» A complete selection of enterprise access points, featuring new 802.11ac Wave 2 enterprise APs and support 

for all deployment options including controller, controller-less and cloud managed options, suitable for indoor 
and outdoor use-cases. FortiAP Access Points  

Availability  

You can find a list of the new Secure Access products with specific details and product availability here. Please contact your 
authorized Fortinet channel partner for pricing and details. 

Additional Information  

Website: Fortinet Secure Access, Fortinet's Security Fabric  

Blogs: Securing Network Access  

Case Study: Lyoness Relies on a Suite of Fortinet Solutions for IT Security  

Citation: Gartner Press Release, Gartner Says 6.4 Billion Connected "Things" Will Be In Use in 2016, Up 30 Percent from 
2015, November 10, 2015, http://www.gartner.com/newsroom/id/3165317  

About Fortinet  

Fortinet (NASDAQ: FTNT) secures the largest enterprise, service provider, and government organizations around the world. 
Fortinet empowers its customers with intelligent, seamless protection across the expanding attack surface and the power to 
take on ever-increasing performance requirements of the borderless network -- today and into the future. Only the Fortinet 
Security Fabric architecture can deliver security without compromise to address the most critical security challenges, 
whether in networked, application, cloud or mobile environments. More than 270,000 customers worldwide trust Fortinet to 
protect their businesses. Learn more at http://www.fortinet.com, the Fortinet Blog, or FortiGuard Labs. 

Copyright © 2016 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered 
trademarks and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but 
are not limited to, the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiCloud, 
FortiAnalyzer, FortiReporter, FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, 
FortiCarrier, FortiScan, FortiAP, FortiDB, FortiVoice and FortiWeb. Other trademarks belong to their respective owners. 
Fortinet has not independently verified statements or certifications herein attributed to third parties and Fortinet does not 
independently endorse such statements. Notwithstanding anything to the contrary herein, nothing herein constitutes a 
warranty, guarantee, binding specification or other binding commitment by Fortinet, and performance and other 
specification information herein may be unique to certain environments. This news release contains forward-looking 
statements that involve uncertainties and assumptions. Changes of circumstances, product release delays, or other risks as 
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https://www.fortinet.com/content/dam/fortinet/assets/case-studies/CaseStudy_Lyoness.pdf
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stated in our filings with the Securities and Exchange Commission, located at www.sec.gov, may cause results to differ 
materially from those expressed or implied in this press release. If the uncertainties materialize or the assumptions prove 
incorrect, results may differ materially from those expressed or implied by such forward-looking statements and 
assumptions. All statements other than statements of historical fact are statements that could be deemed forward-looking 
statements. Fortinet assumes no obligation to update any forward-looking statements, and expressly disclaims any 
obligation to update these forward-looking statements.  

Image Available: http://www.marketwire.com/library/MwGo/2016/5/10/11G097674/Images/Fortinet-Security-Fabric-SAA-
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