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Fortinet FortiGate Virtualized Security Available for VMware Cloud on AWS 

Provides secure application mobility and consistent policies across enterprise hybrid clouds 

LAS VEGAS, Aug. 28, 2017 (GLOBE NEWSWIRE) -- VMworld US 2017 

John Maddison, senior vice president of products and solutions at Fortinet 
"Enterprises are increasingly adopting hybrid cloud architectures, integrating on-premises private clouds with advanced 
public cloud resources to take advantage of the scale and performance benefits, yet consistent security is a top priority. 
VMware and Fortinet have a long-standing relationship delivering virtualized security for software-defined data centers, and 
today we are extending our collaboration to VMware Cloud on AWS customers to provide the security control, visibility and 
segmentation capabilities required to seamlessly transition to hybrid cloud environments." 

News Summary 
Fortinet® (NASDAQ:FTNT), the global leader in high-performance cybersecurity solutions, today announced that its 
FortiGate Virtual Machine (VM) is available to customers of VMware Cloud™ on AWS. 

� Launched today with initial availability in AWS US West Region (Oregon), VMware Cloud on AWS brings together 
VMware's enterprise-class Software-Defined Data Center (SDDC) software and elastic, bare-metal infrastructure from 
Amazon Web Services (AWS) to give organizations a consistent operating model and application mobility for private 
and public cloud. 

� The FortiGate VM enables an existing VMware-based private cloud to securely extend to the public cloud with site-to-
site connectivity, cross-cloud segmentation, and consistent security policies for customers of VMware Cloud on AWS. 

Seamlessly Extend Security Policy Visibility with FortiGate VM on VMware Cloud on AWS 
As enterprises transition to hybrid cloud infrastructure, 51-percent of recent survey respondents indicate that security 
remains a top challenge. FortiGate VMs provide VMware Cloud on AWS users with a combination of advanced threat 
intelligence from FortiGuard Labs with the industry leading security operating system, FortiOS, delivering complete security 
control, workload visibility and management across physical, virtual and cloud environments. Enterprises can now move 
workloads from the data center to the AWS public cloud securely without jeopardizing policy visibility. 

Fortinet virtualized security has long been available to global enterprises and service providers running VMware vSphere, 
providing visibility into east-west traffic in virtualized data centers and private clouds. With FortiGate VM for VMware Cloud 
on AWS, organizations can expand their on-premise network to AWS with secure site-to-site VPN connectivity and Fortinet 
Security Fabric visibility capabilities for application mobility. Organizations can ensure that an application running on 
vSphere has the same security posture throughout the hybrid cloud, regardless of whether the application is on-premises or 
in VMware Cloud on AWS, while providing proper segmentation of users and data between clouds. 

VMware Cloud on AWS technology partners enable customers to deploy the same proven solutions seamlessly in both the 
public and private cloud. VMware simplifies the deployment and eliminates the need for partners to refactor solutions for 
VMware Cloud on AWS. If a partner solution works on-premises in a VMware vSphere® environment, it will easily support 
VMware Cloud on AWS. VMware technology partners complement and enhance native VMware Cloud on AWS service and 
enable customers to realize new capabilities. 

Supporting Quote 
"VMware Cloud on AWS provides customers a seamlessly integrated hybrid cloud offering that gives customers the SDDC 
experience from the leader in private cloud, running on the leading public cloud provider, AWS," said Mark Lohmeyer, vice 
president, products, Cloud Platforms Business Unit, VMware. "Solutions such as FortiGate VM enable IT teams to reduce 
cost, increase efficiency and create operational consistency across cloud environments. We're excited to work with partners 
such as Fortinet to enhance native VMware Cloud on AWS capabilities and empower customers with flexibility and choice in 
solutions that can drive business value." 

Additional Resources 

� Read more on the Fortinet Blog about how seamless hybrid cloud security is critical for VMware Cloud on AWS 
customers.  

� Read more about Fortinet's Cloud Security Solutions. 
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� Follow Fortinet on Twitter and LinkedIn, and Facebook.   

About VMware Cloud on AWS 

Delivered, sold and supported by VMware as an on-demand service, and running on elastic, bare-metal AWS infrastructure, 
VMware Cloud on AWS is powered by VMware Cloud Foundation™, the unified SDDC platform that integrates vSphere, 
VMware vSAN™ and VMware NSX® virtualization technologies. With the same architecture and operational experience on-
premises and in the cloud, IT teams can quickly derive business value from use of the AWS and VMware hybrid cloud 
experience. For more information on the VMware Cloud on AWS partner ecosystem, visit: http://cloud.vmware.com           

About Fortinet 
Fortinet (NASDAQ:FTNT) secures the largest enterprise, service provider, and government organizations around the world. 
Fortinet empowers its customers with intelligent, seamless protection across the expanding attack surface and the power to 
take on ever-increasing performance requirements of the borderless network - today and into the future. Only the Fortinet 
Security Fabric architecture can deliver security without compromise to address the most critical security challenges, 
whether in networked, application, cloud or mobile environments. Fortinet ranks #1 in the most security appliances shipped 
worldwide and more than 320,000 customers trust Fortinet to protect their businesses. Learn more 
at http://www.fortinet.com, the Fortinet Blog, or FortiGuard Labs.     
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Copyright © 2017 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered 
trademarks and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but 
are not limited to, the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCloud, FortiCare, 
FortiAnalyzer, FortiReporter, FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, 
FortiCarrier, FortiSIEM, FortiAP, FortiDB, FortiVoice, FortiWeb and FortiCASB. Other trademarks belong to their respective 
owners. Fortinet has not independently verified statements or certifications herein attributed to third parties and Fortinet 
does not independently endorse such statements. Notwithstanding anything to the contrary herein, nothing herein 
constitutes a warranty, guarantee, binding specification or other binding commitment by Fortinet, and performance and 
other specification information herein may be unique to certain environments. This news release contains forward-looking 
statements that involve uncertainties and assumptions, such as statements regarding program, technology and functionality 
releases and release times. Changes of circumstances, product release delays or product priority or roadmap changes, or 
other risks as stated in our filings with the Securities and Exchange Commission, located at www.sec.gov, may cause results 
to differ materially from those expressed or implied in this press release. If the uncertainties materialize or the assumptions 
prove incorrect, results may differ materially from those expressed or implied by such forward-looking statements and 
assumptions. All statements other than statements of historical fact are statements that could be deemed forward-looking 
statements. Fortinet assumes no obligation to update any forward-looking statements, and expressly disclaims any 
obligation to update these forward-looking statements. 

VMware, VMware Cloud, vSphere, Cloud Foundation, vSAN, and NSX are registered trademarks or trademarks of VMware, 
Inc. in the United States and other jurisdictions.  
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