
 

Terenine Technology Solutions Standardizes on Fortinet for Cloud-Based MSSP Offering 

Fortinet's Multi-Threat Security Appliances Enable Service Provider to Segment Customer Networks 
Using Virtual Domains

SUNNYVALE, CA -- (MARKET WIRE) -- 08/10/11 -- Fortinet® (NASDAQ: FTNT) -- a leading network security provider and the 
worldwide leader of unified threat management (UTM) solutions -- today announced that Terenine Technology Solutions has 
deployed Fortinet's flagship product line, FortiGate®, throughout its cloud-based managed security services network and its 
internal network. 

Based in Chattanooga, TN, Terenine(SM) helps businesses find perfect alignment between business goals and technology. 
Terenine offers a full array of innovative technology solutions tailored to the customer's environment, including virtualization 
and cloud-based services, colocation, disaster recovery, backup and tiered storage, applications development and 
professional services. 

"We chose Fortinet over all the other vendors because we needed to be able to create separate firewall and monitoring rules 
for our clients and we needed the flexibility of being able to add security functionalities as needed for our customers," said 
David Glenn, Chief Technology Officer & vice president, Enterprise Operations at Terenine. "An added benefit is that the 
FortiGate product line allows us to deploy the appliances in high availability mode to help ensure uptime. Its flexibility allows us 
to run our business efficiently, safely and meet the needs of customers." 

Terenine has deployed four FortiGate-5001A appliances in high availability (HA) mode throughout the network. Two are 
deployed at Terenine's Data Center 1 and two more are at the Terevault(SM) location. All four appliances are deployed in 
active/passive mode to help ensure high availability and to help provide network security functionalities such as firewall, 
antivirus, and intrusion prevention, as specific external and internal customers need. 

Fortinet delivers virtualized network security through its Virtual Domain (VDOM) technology and offers the ability to create up to 
250 independent security domains on a single FortiGate-5001A security appliance. Network security virtualization, using 
Fortinet's VDOM feature, provides a separately provisioned and managed security domain for each of Terenine's customers, 
giving Terenine administrators flexibility in policy configuration and traffic management capabilities for each customer.  

FortiGate-200B appliances are also deployed in HA mode at multiple locations, and in the TereCluster(SM), which is a portable, 
highly available data center. The FortiGate-200B appliances are helping to provide a virtual private network tunnel between 
customer sites and Terenine facilities as well as antivirus and intrusion prevention (IPS) protection. 

Additionally, Terenine has deployed a FortiAnalyzer appliance to help with threat analysis. The FortiAnalyzer is allowing 
Terenine to produce on-demand networking reports for its customers.  

"MSSPs are constantly struggling with offering a secure, network security solution that enables their customers the flexibility 
that they need when it comes to security functionality," said Drew Savage, director MSS Strategy and Business Development at 
Fortinet. "Fortinet is a perfect fit for cloud deployments such as this. The FortiGate appliances allow the functionality, as 
needed by the customer, while also offering superior network analysis and the ability to segment customer networks without 
multiple appliances having to be deployed." 

About Fortinet (www.fortinet.com)  
Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and the market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
providers and government entities worldwide, including the majority of the 2009 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world. 

Copyright © 2011 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiDB and 
FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified statements or 

http://www.fortinet.com/


certifications herein attributed to third parties. 

Terenine is a service mark of Basenine, Inc., d/b/a Terenine Technology Solutions. Terevault and TereCluster are trademarks 
of Basenine, Inc., d/b/a Terenine Technology Solutions. 
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