
 

University of Waikato Gains Visibility and Control of Network With Fortinet

Fortinet's Multi-Threat Security Appliances Help Secure Network for 15,000 Individuals 

SUNNYVALE, CA -- (Marketwire) -- 05/02/12 -- Fortinet® (NASDAQ: FTNT) -- a world leader in high-performance network 
security -- today announced that the University of Waikato, a New Zealand university, has deployed Fortinet appliances over 
competitive appliances. 

Since its start in 1964, the University of Waikato has grown to a student population of 13,000 of whom more than 4,800 
complete a qualification annually. Today the University employs 2,000 academic and support staff, making a significant 
contribution to the local and national economy. 

When looking for a new network security provider, the University wanted a solution that would give them network visibility down 
to the application layer. Additionally, they wanted an intrusion prevention solution (IPS), virtual private network (VPN) for both 
SSL and IPSec and a firewall solution. The University turned to Fortinet partner, Gen-I, to help with the selection and 
deployment. 

"When we shortlisted vendors for the final selection process, Fortinet was the only one that offered the horsepower we 
needed," said Dougal Mair, manager of ICT infrastructure at the University of Waikato. "The addition of the virtual domains was 
also an attractive benefit as it automatically reduced the number of appliances we had to purchase and had to manage on the 
campus network." 

Located in Hamilton, New Zealand the main campus is where two FortiGate-1240B appliances are deployed in high availability 
active/active mode. The appliances are utilizing the FortiGate virtual domain (VDOM) capability whereby one appliance can be 
used to create up to 25 VDOMs. This allows the University to have a single appliance to virtually manage the disparate 
networks of the seven different schools including: the Faculty of Arts and Social Sciences, the Faculty of Computing and 
Mathematical Sciences, the Faculty of Education, Te Piringa - Faculty of Law, the School of Māori and Pacific Development, the 
Faculty of Science and Engineering and the Waikato Management School. 

To help manage and analyze the network traffic, the University has deployed a FortiAnalyzer-1000B appliance. The 
deployment of the FortiAnalyzer has allowed the University visibility and control of what is traversing the network. The University 
now has visibility into what is going across the campus network and control to block applications and websites as appropriate.  

"Universities around the world find Fortinet's integrated security platform a perfect fit for their open networks because network 
control is maintained while allowing faculty, staff and student the freedom to do as they need," said Clive Levido, General 
Manager New Zealand and Pacific Islands at Fortinet. "Fortinet's breadth and depth of security is a perfect fit for the variable 
needs of universities." 

Follow Fortinet Online: Subscribe to threat landscape reports: http://blog.fortinet.com/feed/; Twitter at: www.twitter.com/fortinet; 
Facebook at: www.facebook.com/fortinet; YouTube at: http://www.youtube.com/user/SecureNetworks.  

About Fortinet (www.fortinet.com)  
Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and the market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
providers and government entities worldwide, including the majority of the 2011 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world. 

Copyright © 2012 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiDB and 
FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified statements or 
certifications herein attributed to third parties, and Fortinet does not independently endorse such statements. Nothing in the 
news release constitutes a warranty, guaranty, or contractually binding commitment. This news release may contain forward-
looking statements that involve uncertainties and assumptions. If the uncertainties materialize or the assumptions prove 
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incorrect, results may differ materially from those expressed or implied by such forward-looking statements and assumptions. 
All statements other than statements of historical fact are statements that could be deemed forward-looking statements, 
including but not limited to, any statements related to expected trends in cybercriminal activity. These trends are difficult to 
predict and any stated expectations regarding these trends may not ultimately be correct. Fortinet assumes no obligation to 
update any forward-looking statements, and does not intend to update these forward-looking statements.  
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