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Fortinet Receives Recommendation and Increased Rating From NSS Labs for Exceptional 
Endpoint Protection and Performance

Fortinet's FortiClient Endpoint Protection Demonstrates Near Perfect Prevention in Real-World Testing; 
Only Comprehensive Advanced Threat Protection Solution With NSS Labs Recommendations From 
Datacenter to Edge to Endpoint

SUNNYVALE, CA -- (Marketwired) -- 11/11/15 -- Fortinet® (NASDAQ: FTNT) -- the global leader in high-performance 
cybersecurity solutions, today announced the results of NSS Labs' Enterprise Endpoint Protection (EPP) Comparative Report 
testing the performance of Fortinet's FortiClient endpoint protection solution, demonstrating a 99.8 percent block rate from the 
very first minute. Improving upon FortiClient's previous score achieved in April 2014. The increased block rate performance 
validates Fortinet's continued efforts to meet today's rapidly evolving threat landscape with the most advanced security 
services, as well as its confidence in continually putting its products to the test with independent third parties. 

"It is imperative for enterprises to deploy security products that protect sensitive data whether it is moving across the perimeter 
or internally within the data center -- and host-based products have never been more important in achieving this goal," said 
Mike Spanbauer, vice president of Research at NSS Labs. 

Top-rated Threat Prevention  

NSS Labs evaluated EPP products in their ability to protect against exploits and socially engineered malware (SEM) through 
24/7 continuous testing over a 24-day period. EPP products must provide robust defenses against SEM and the exploitation of 
software vulnerabilities, the most common and effective cyber-attacks enterprises face today.  

Endpoint devices are often used outside of an organization's network, leaving them vulnerable to hackers who use spear-
phishing, social engineering, drive-by downloads or methods like plugging in a corrupt USB drive to gain entry into the network. 
The evolving methods used by hackers have proven to be highly effective in successfully compromising enterprise data. 

Trusted by over 2 million users across the globe, Fortinet's FortiClient endpoint protection helps block a hacker's malicious 
attempts with advanced virus, spyware, heuristic and reputation-based detection engines that prevent current and emerging 
threats on a device, website or a physically connected peripheral such as a USB drive. These advanced protection measures 
had a direct influence on the updated "Recommended" rating from NSS Labs. 

Top-rated Advanced Threat Protection  

FortiClient's endpoint security solutions extend the power of Fortinet's Advanced Threat Protection (ATP) to end-user devices. 
FortiClient seamlessly integrates with FortiSandbox to rapidly submit suspicious objects for deeper analysis providing 
comprehensive protection that detect advanced threats specifically engineered to bypass established defenses. This 
integration allows for the automatic hand-off of questionable objects for additional inspection, enabling discovery and 
protection against new malware and zero-day threats, while automatically quarantining malicious files or even the entire device 
if necessary. 

Following on the heels of the recent NSS Labs Recommendation of FortiSandbox, this continued validation of FortiClient 
Endpoint Protection reinforces Fortinet's position as offering the only ATP solution that is NSS Labs Recommended from Edge 
to Endpoint. 

For more information and to download FortiClient, please visit: http://www.forticlient.com/ 

The NSS Labs Enterprise Endpoint Protection (EPP) Comparative Report announcement can be found here: 
https://www.nsslabs.com/company/news/press-releases/nss-labs-announces-group-test-results-for-enterprise-epp-socially-
engineered-malware-and-exploits-evasions/ 

About Fortinet 

Fortinet (NASDAQ: FTNT) protects the most valuable assets of some of the largest enterprise, service provider and 
government organizations across the globe. The company's fast, secure and global cyber security solutions provide broad, 
high-performance protection against dynamic security threats while simplifying the IT infrastructure. They are strengthened by 
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the industry's highest level of threat research, intelligence and analytics. Unlike pure-play network security providers, Fortinet 
can solve organizations' most important security challenges, whether in networked, application or mobile environments - be it 
virtualized/cloud or physical. More than 210,000 customers worldwide, including some of the largest and most complex 
organizations, trust Fortinet to protect their brands. Learn more at http://www.fortinet.com, the Fortinet Blog or FortiGuard 
Labs.

Copyright © 2015 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCloud, FortiCare, FortiAnalyzer, 
FortiReporter, FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, 
FortiScan, FortiAP, FortiDB, FortiVoice and FortiWeb. Other trademarks belong to their respective owners. Fortinet has not 
independently verified statements or certifications herein attributed to third parties and Fortinet does not independently 
endorse such statements. Notwithstanding anything to the contrary herein, nothing herein constitutes a warranty, guarantee, 
binding specification or other binding commitment by Fortinet, and performance and other specification information herein may 
be unique to certain environments. This news release contains forward-looking statements that involve uncertainties and 
assumptions, such as statements regarding product releases. Changes of circumstances, product release delays, or other 
risks as stated in our filings with the Securities and Exchange Commission, located at www.sec.gov, may cause results to differ 
materially from those expressed or implied in this press release. If the uncertainties materialize or the assumptions prove 
incorrect, results may differ materially from those expressed or implied by such forward-looking statements and assumptions. 
All statements other than statements of historical fact are statements that could be deemed forward-looking statements. 
Fortinet assumes no obligation to update any forward-looking statements, and expressly disclaims any obligation to update 
these forward-looking statements. 
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