
 

Accuity Standardizes on Fortinet for Global Network Security Deployment

Fortinet's Multi-Threat Security Appliances Are Backbone of Leading Payments and Compliance 
Company

SUNNYVALE, CA -- (MARKET WIRE) -- 02/22/11 -- Fortinet® (NASDAQ: FTNT) -- a leading network security provider and the 
worldwide leader of unified threat management (UTM) solutions -- today announced that Accuity, a leading provider of services 
for the elimination of fraud, waste and abuse for Medicaid, government healthcare and public benefit program stewardship 
systems, has standardized on Fortinet's multi-threat network security solutions for its worldwide network security refresh.  

Accuity is the leading worldwide provider of global payment routing data, anti-money laundering (AML) screening software and 
services that allow organizations, across multiple industries, to maximize efficiency and facilitate compliance of their 
transactions. Accuity maintains the most authoritative and comprehensive databases globally with a reputation built on the 
accuracy and quality of data, products and services. 

"We have had significant growth through acquisitions, which led to a plethora of network security solutions being deployed 
throughout our global network," said Bill Ward, CTO at Accuity. "It was important for us to consolidate those solutions and go 
with a single vendor to help better manage our infrastructure. The Fortinet solution offered us the scalability, the single pane of 
glass for management and the functionality that we needed." 

For the global network security deployment, Accuity purchased: 

● Eight FortiGate-1240B appliances to be deployed in high availability (HA) mode at corporate headquarters, at its 
National Regulatory Services (NRS) headquarters and two secure hosting locations 

● 12 FortiGate-60C appliances at field offices to help provide full UTM functionality  
● Four FortiWifi-60C appliances at field offices to provide secure wireless connectivity with UTM functionality  
● 350 FortiClient endpoint security software licenses to extend secure access/network security protection "off premise" for 

their remote users 
● One FortiManager-400B system for centralized management and monitoring of the FortiGate systems being deployed  
● Two FortiAnalyzer-400B systems to analyze data traversing the global network  

With so many different types of companies and government agencies relying on Accuity's solutions, a private cloud 
environment was very important to them. With Fortinet's Virtual Domain (VDOM) capabilities, Accuity can segment each 
business unit (i.e. securities, banking and government) to help meet compliance mandates for each group without interfering 
with other business units. Yet, global changes are able to be made, as well as global reporting and network analysis. 

"Because of the type of information we provide to worldwide companies and government agencies, it's critical that our systems 
are up 24/7 and that those systems are completely secure and separated from one another," said Troy Moritz, CSO at Accuity. 
"Fortinet was the only vendor that offered a compliance solution which matched our distributed and complex network's 
challenges with ease of use and cost-effectiveness."  

"Accuity was able to simplify its network security footprint by standardizing on Fortinet for its global refresh," said Pete Brant, 
vice president of enterprise sales at Fortinet. "In doing so, their network deployment, management and reporting became 
easier and is saving them time, money and headaches by not having to work with multiple vendors." 

About Fortinet (www.fortinet.com)  
Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and the market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
providers and government entities worldwide, including the majority of the 2009 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world. 

Copyright © 2011 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiDB and 
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FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified statements or 
certifications herein attributed to third parties, such as Accuity and other parties, and Fortinet does not independently endorse 
such statements. Fortinet assumes no obligation to update any forward-looking statements in the event actual results differ.  
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