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Fortinet(R) Continues to Expand the Industry's Broadest Security Portfolio With New Multi-
Threat Appliance for Mid-Sized Businesses and Large Branch Offices 

FortiGate(R)-800C Sets New Price/Performance Standard for 10 Gbps Enterprise UTM 

SUNNYVALE, CA -- (Marketwire) -- 06/04/12 -- Fortinet® (NASDAQ: FTNT) -- a world leader in high-performance network 
security -- today announced the introduction of its newest multi-threat security appliance for medium sized businesses and 
large enterprise branch offices. 

As the newest member of the industry's broadest portfolio of multi-threat security appliances, the FortiGate-800C provides 
customers with additional flexibility to select the security solution that most closely matches their port density and bandwidth 
requirements. Unlike competitive offerings, the FortiGate product family allows customers to "right-size" their network security, 
alleviating the common problem of devices that are either too expensive for their needs or provide less performance than they 
require. No other firewall in its price class offers the 10 Gbps interfaces, onboard memory and bypass ports of the FortiGate-
800C. 

With 20 Gbps firewall throughput and wide range of configuration options, the high-speed network security capabilities of the 
FortiGate-800C are designed to address several market dynamics impacting customers today:  

● Soaring bandwidth demands due to the increasing use of content-rich social media and Web 2.0 applications  
● The explosion of multiple mobile devices accessing these applications -- increasingly through Wi-Fi connections -- that 

require an application firewall with the ability to process millions of connections per second 
● The increase in hard-to-detect attacks being launched from the application layer  

These factors, combined with today's complex and rapidly changing threat landscape, demand advanced security solutions that 
can scale to meet ever-increasing performance requirements including the need for increased port density and interface 
flexibility, plus the need to exert greater application control. 

The FortiGate-800C features significant capacity and performance improvements, as well as configuration options that facilitate 
network growth and the expansion of branch office deployments. Shared media interfaces help ease the transition process for 
organizations looking to migrate from copper to fiber, and bypass interfaces automatically bridge network traffic in the event of 
a system failure or power outage to ensure mission-critical network continuity.  

To help secure Wi-Fi connections, the FortiGate-800C features an integrated wireless controller. Similar to wired traffic 
management, the wireless LAN controller in the FortiGate-800C manages wireless traffic. Role-based firewall policies, protocol-
level network access and application-based traffic shaping are examples of the granular control policies provided by the 
FortiGate-800C. Without requiring another set of devices to control wireless traffic, customers benefit from both simplified 
network architecture and an integrated approach to security. 

Like other members of the FortiGate product family, the FortiGate-800C combines firewall, application control, IP Sec and SSL 
VPN, intrusion prevention, antivirus, antimalware, antispam and Web filtering into a single device with all features turned on for 
a single price. And the appliance supports IPv6 traffic out of the box. Fortinet has been a leader in protecting IPv6 networks 
since 2007, achieving both IPv6-Ready and JITC certifications in 2008.  

FortiGate-800CSpecifications 
As a high performance and high capacity security appliance, the FortiGate-800C delivers 20 Gbps of firewall throughput, 6 
Gbps of IPS throughput (HTTP traffic) and can support up to 7 million concurrent firewall sessions. The FortiGate-800C 
delivers 2.1 Gbps of flow-based antivirus protection or 1.7 Gbps of proxy-based throughput.  

Because of the increasing mobility of today's workforce and the growing importance of branch office operations transferring 
sensitive data, the new appliance supports 10,000 Client-to-Gateway IPSec VPN tunnels. In addition, it supports up to 3,000 
concurrent SSL VPN users. 

The appliance supports today's advanced networks with 2 X10 GbE interfaces, as well as 12 X 10/100/1000 interfaces that can 
be easily partitioned into independent security zones and custom combinations of LAN and WAN ports. Shared copper and 
fiber interfaces support evolving networks that may be migrating to fiber on select network segments. Network availability is 
protected through the bypass ports on the FortiGate-800C.  



"Customers in the mid-enterprise market do not want to be forced into a 'one-size-fits-all' model of network security, which is 
why we continue to broaden our portfolio of security appliances to offer a wide spectrum of features, future-ready technology, 
scalability and performance," said Patrick Bedwell, vice president of product marketing for Fortinet. "Our customers have made 
it clear that they require choices when selecting the right appliance to deploy, plus they need the consolidation of security 
functionality that Fortinet provides.The introduction of the FortiGate-800C continues to demonstrate our commitment to ensure 
customers can select exactly the right security solution that fits their unique security, network performance and budget 
requirements." 

Availability
The FortiGate-800C is available now.  

Follow Fortinet Online: Subscribe to threat landscape reports: http://blog.fortinet.com/feed/; Twitter at: www.twitter.com/fortinet; 
Facebook at: www.facebook.com/fortinet; YouTube at: http://www.youtube.com/user/SecureNetworks.  

About Fortinet(www.fortinet.com) 
Fortinet (NASDAQ: FTNT) is a worldwide provider of network security appliances and the market leader in unified threat 
management (UTM). Our products and subscription services provide broad, integrated and high-performance protection 
against dynamic security threats while simplifying the IT security infrastructure. Our customers include enterprises, service 
providers and government entities worldwide, including the majority of the 2011 Fortune Global 100. Fortinet's flagship 
FortiGate product delivers ASIC-accelerated performance and integrates multiple layers of security designed to help protect 
against application and network threats. Fortinet's broad product line goes beyond UTM to help secure the extended enterprise 
-- from endpoints, to the perimeter and the core, including databases and applications. Fortinet is headquartered in Sunnyvale, 
Calif., with offices around the world. 

Copyright © 2012 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks 
and unregistered trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet's trademarks include, but are not limited to, 
the following: Fortinet, FortiGate, FortiGuard, FortiManager, FortiMail, FortiClient, FortiCare, FortiAnalyzer, FortiReporter, 
FortiOS, FortiASIC, FortiWiFi, FortiSwitch, FortiVoIP, FortiBIOS, FortiLog, FortiResponse, FortiCarrier, FortiScan, FortiAP, 
FortiDB and FortiWeb. Other trademarks belong to their respective owners. Fortinet has not independently verified statements 
or certifications herein attributed to third parties, and Fortinet does not independently endorse such statements. 
Notwithstanding anything to the contrary herein, nothing herein constitutes a warranty, guarantee, binding specification or 
other binding commitment by Fortinet, and performance and other specification information herein may be unique to certain 
environments. This news release may contain forward-looking statements that involve uncertainties and assumptions. Changes 
of circumstances, product release delays, or other risks as stated in our filings with the Securities and Exchange Commission, 
located at www.sec.gov, may cause results to differ materially from those expressed or implied in this press release. If the 
uncertainties materialize or the assumptions prove incorrect, results may differ materially from those expressed or implied by 
such forward-looking statements and assumptions. All statements other than statements of historical fact are statements that 
could be deemed forward-looking statements. Fortinet assumes no obligation to update any forward-looking statements and 
expressly disclaims any obligation to update these forward-looking statements.  
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